HPCMP New Users’ Guide

“Who may run on HPCMP Resources?”
Who may run on HPCMP resources

- DoD researchers and engineers
- DoD contractors
- University staff working on a DoD research grant
  - Non-US Citizens may have access to HPCMP resources
- Accounts are maintained through the Portal to the Information Environment (pIE) and managed by the Service/Agency Approval Authorities (S/AAAs)
  - pIE is the authoritative database for all user, project, and subproject information
  - All HPCMP Users must have an account in pIE in order to access resources at the DOD Supercomputing Resource Centers (DSRCs)
Service/Agency Approval Authorities (S/AAAs)

- Allocate Service/Agency controlled core-hours on HPCMP systems
- Provide coordination with customer organizations, the HPCMP, and other S/AAAs
- Ensure Project Leaders and authorized users are performing work in support of DoD
- Implement requirements surveys, resource allocation, resource monitoring and resource reallocation
- Provide guidance to users on which HPC assets are appropriate for their projects

Please contact require@hpc.mil if you don’t know who your S/AAA is
Criteria for User Accounts

- All users wishing to run on the unclassified, but sensitive systems must have a National Agency Check with Inquiries (NACI) or a National Agency Check with Local Agency Check and Credit (NACLC), or an active clearance
- ORS only users are not required to have a NACI, NACLC, or active clearance
- All users are required to take the Information Assurance Awareness Training (also known as Cyber Awareness Training) at [https://iatraining.disa.mil/eta/disacac2018/launchPage.htm](https://iatraining.disa.mil/eta/disacac2018/launchPage.htm)
  - Users may take any Information Assurance Awareness Training offered by a DOD Service or Agency
- All users must agree to the HPCMP User Agreement
  - Users are taken to the agreement link when applying for an account