HPCMP New Users’ Guide
“Who may run on HPCMP
Resources?’




Who may run on HPCMP resources

® DoD researchers and engineers
® DoD contractors

® University staff working on a DoD research grant
— Non-US Citizens may have access to HPCMP resources

® Accounts are maintained through the Portal to the
Information Environment (plE) and managed by the
Service/Agency Approval Authorities (S/AAAS)

— PpIE is the authoritative database for all user, project, and subproject
information

— Al HPCMP Users must have an account in plE in order to access
resources at the DOD Supercomputing Resource Centers (DSRCs)
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Service/Agency Approval Authorities

(S/AAAS)

MB Revised:

Allocate Service/Agency controlled core-hours on
HPCMP systems

Provide coordination with customer organizations, the
HPCMP, and other S/AAAs

Ensure Project Leaders and authorized users are
performing work in support of DoD

Implement requirements surveys, resource allocation,
resource monitoring and resource reallocation

Provide guidance to users on which HPC assets are
appropriate for their projects

[ require@hpc.mil ]
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O
Criteria for User Accounts

® All users wishing to run on the unclassified, but sensitive
systems must have a National Agency Check with Inquiries
(NACI) or a National Agency Check with Local Agency Check
and Credit (NACLCQC), or an active clearance

® ORS only users are not required to have a NACI, NACLC, or
active clearance

® All users are required to take the Information Assurance
Awareness Training (also known as Cyber Awareness Training)
at https://iatraining.disa.mil/eta/disa _cac2018/launchPage.htm

— Users may take any Information Assurance Awareness Training offered by a DOD Service or
Agency

® All users must agree to the HPCMP User Agreement

— Users are taken to the agreement link when applying for an account
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Presenter
Presentation Notes
Non-US Citizens may have access to HPCMP resources
Citizens of any of the E:1 embargoed countries (Iran, North Korea, Sudan, Cuba, and Syria) are ineligible
U.S. citizens who are dual citizens with one of these countries are allowed to use HPCMP resources
A citizen from one of the Technical Cooperation Program (TTCP)-member nations other than the U.S. (Australia, Canada, New Zealand or United Kingdom of Great Britain) may submit a clearance assurance that has been confirmed, documented and processed in accordance with international agreement in lieu of a NACI
Verification of this security clearance information must be done via the U.S. embassy (government-to-government channels) in the person's home-nation.
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